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1
Decision/action requested

Approve the pCR below
2

Rationale

This contribution proposes text for clause 6.3 of TS33.503.
3
Detailed proposal
*** BEGIN CHANGES ***
2
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
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For a specific reference, subsequent revisions do not apply.
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For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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*** NEXT CHANGE ***
6.3
Security for Unicast mode 5G ProSe Direct Communication
Editor’s Notes: This clause contains the description of the security for Unicast mode (one-to-one) 5G ProSe Direct Communication.
6.3.1
General

Unicast mode 5G ProSe Direct Communication is described in TS 23.304 [2].
6.3.2
Security requirements
The security requirements described in clause 5.3.2 of TS 33.536 [i1] apply.

6.3.3
Security procedures
Unicast mode 5G ProSe Direct Communication over PC5 reference point is protected as specified in clause 5.3.3 of TS 33.536 [i1] with the following modifications:

-
The security policy for signalling integrity protection on PC5 reference point is set to “REQUIRED” for all 5G ProSe UE-to-Network Relay scenarios.
*** END OF CHANGES ***

